ACTIVE CYBER DEFENSE (ACD) - BASE

MANAGED SECURITY ALS
PLANBARES LEISTUNGSPAKET

Allgeier CyRis bietet Security kiinftig als Managed Service (MSSP) an - planbar, kontinuierlich und skalierbar.

Als Managed Security Service Provider (MSSP) macht Allgeier CyRis lhre Cybersecurity

berechenbar.

Wir entlasten Ihr Team im Tagesgeschaft und sichern lhren Security-Betrieb verlasslich ab: Angriffserkennung, Prio-
risierung und Reporting (On-Premise, Hybrid und Cloud), ohne dass Sie ein eigenes SOC aufbauen mussen.

Unsere Leistungspakete auf einen Blick

ACD Pure

Basis-Paket fiir Managed Security

Preis / Vertragslaufzeit auf Anfrage

ACD Advanced

Hoheres Sicherheitsniveau und
optimierte Uberpriifungen

Preis / Vertragslaufzeit auf Anfrage

ACD Full

Vollausbau fiir erhohte Sicherheits-
anspruche

Preis / Vertragslaufzeit auf Anfrage

Sie wahlen zwischen:

v * Angreifer-Friiherkennung als Managed
Service (24/7)

v * Pentesting as a Service (extern, intern,
anwendungsspezifisch, individuell,
Cloud, Social Engineering in den Aus-
pragungen Black bis White Box)

v * E-Mail-Verschliisselung als Software
as a Service (SaaS) mit JULIA mailoffice
(gilt fir max. 500 User, +/- User - Preis
auf Anfrage)

+ Monatsreport und KPI-Ubersicht (iiber-
all inkludiert)

* Hier entscheiden Sie sich fiir eine Leistung.

Allgeier CyRis GmbH
Hans-Bredow-StraRe 60
28307 Bremen

Inklusive:

v Angreifer-Friiherkennung als Managed
Service (24/7)

Incident Response Unterstutzung
Canary Tokens
Pentesting as a Service

Monatsreport und KPI-Ubersicht

+4940797 249 32
info@allgeier-cyris.de
www.allgeier-cyris.de

Inklusive:

v Angreifer-Friiherkennung als Managed
Service (24/7)

E-Mail-Verschlisselung als Software-
as-a-Service (SaaS) mit JULIA mailoffice

Incident Response
Canary Tokens
Witness

NAC Pure (SCUDOS)
Pentesting as a Service
Password Policy Audit
Active Directory Audit
Continuous Pentesting
MVSP

Security Awareness und NIS-2 Beratung

CLLLCLLCLCLLCLCKKKK

Monatsreport und KPI-Ubersicht

ALLGEIER
CyRis



SERVICE ERWEITERBAR DURCH

MODULAREN AUFBAU:

Typische Bausteine Ihr Vorteil als Paket

E-Mail-Verschlisselung als Software as a Service
(SaaS) mit JULIA mailoffice

Incident-Response-Unterstutzung und Readiness
Canary Tokens

Witness

NAC Pure

Continuous Pentesting

Password Policy Audit + Active Directory Audit
MVSP

Security-Awareness

ISB-Unterstutzung, Notfallibung, NIS-2 Beratung

Zusatzliche Sensor(en) fir die Angreifer-Friherken-
nung

So lauft die Zusammenarbeit

03

Go-Live-

01

Kick-off &

02

Onboarding

secccce: eccccce

Scope Betrieb

Ein Ansprechpartner fur alle Ihre Security-Themen
Feste Deliverables und klare Verantwortung

Skalierbar bei Wachstum, Standortwechsel oder
Merger & Acquisitions

Scope jederzeit anpassbar

Monatsreport inkl. KPI-Ubersicht: Lagebild, Incidents,
Trends, Mainahmenstatus

Review-Termine (paketabhdngig) inkl. Roadmap

04

Regelbe-

05

Continuous

eecccce. eecccoe

trieb Improve-

ment

Maximale Flexibilitat — auch wahrend der Laufzeit

Scopes, zusatzliche Bausteine und Review-Frequenzen lassen sich jederzeit anpassen — wir leisten, was Sie

brauchen, wann Sie es brauchen.

In 30 Minuten klaren wir lhren Sicherheits-Bedarf!

Vereinbaren Sie einen Termin mit Ihrem personlichen IT-Security-Consultant!

Allgeier CyRis GmbH +4940797 249 32
Hans-Bredow-Strafe 60 info@allgeier-cyris.de

28307 Bremen www.allgeier-cyris.de




ACTIVE CYBER DEFENSE (ACD) - BASE

PAKETVERGLEICH

Ubersicht (Inklusive vs. Optional)

Leistung Pure Advanced Full
Angreifer-Friiherkennung als Managed Service (24/7) (V) (V) (V)
Pentesting as a Service (v} (V] V]
E-Mail-Verschliisselung als Software as a Service mit (v} optional (V]
JULIA mailoffice

Incident Response Unterstiitzung optional (V) (V)
Canary Tokens / Friihindikatoren optional (V) (V)
Witness (Endpoint-Sicht) optional optional (V]
NAC Pure (SCUDOS) (%) optional (V)
Password Policy Audit (%) optional (V)
Active Directory Audit (%) optional (V)
Continuous Pentesting (%) optional (V)
MVSP (%) optional (V]
Security-Awareness (%) optional (V)
NIS-2 Beratung (%) optional (V)
Notfalliibung (%) optional (V)
ISB-Unterstiitzung (%) optional (V)
Zusatzliche Sensor(en) optional optional (V]
Monatsreport + KPI-Ubersicht (V) (V) (V)

* Hier entscheiden Sie sich fiir eine Leistung aus dem Paket.

ACD Advanced ACD Full

v Mehr Reaktionsfahigkeit durch Incident
Response-Unterstitzung.

Welches Paket passt zu mir?

ACD Pure

+ Schneller Start und Transparenz liber

« Fur erhohte Anforderungen (Audit/Ver-
sicherer/komplexe Umgebungen).

+ Vollausbau inkl. NAC, Audits, Schwach-

Angriffe.

+ Optional erweiterbar um IR, Canary
Tokens oder Witness.

v Regelmatfiige Prifungen durch Pentes-

ting as a Service inklusive. stellenprogramm und Awareness.

Wenden Sie sich an lhren personlichen IT-Security-Consultant unter:

() +49 40 797 249 32 sales@allgeier-cyris.de

ALLGEIER

CyRis






